SUMMARY OF ACTION ITEMS: GTSC-2 TO GTSC-3
Agreed that actions and work between GTSC-2 and GTSC_3 will focus on the implementation of the two new GSC9 Resolutions on:
· NGN



[Primed PSO to be decided]
· Cybersecurity

[Primed PSO to be decided]
Also agreed that the organizations/bodies that are not involved in the GSC should be appraised of the GSC decisions.

NGN Actions

· PSOs should collaborate on developing  a globally consistent long term vision of the target NGN in ITU-T based on integrating national and regional perspectives
·    PSOs should promote globally consistent standards through cooperation and collaboration among global, regional and national SDOs on NGN issues that have mutual impacts.  
·   It is desirable for collaboration to occur on he following NGN work items:

· interconnection and interoperability of networks offering multimedia services

· evolution of IMS as a possible solution to suit the needs of both mobile and fixed networks

· recognition of potential social, policy, legal, emergency, and/or regulatory implications (for example, privacy, legal interception, location information, service quality, reference interconnection point definition)

· options for transition, and planning considerations for achieving the NGN vision in an orderly and consistent manner

· control and realization of end-to-end Quality of Service (QoS) for all types of access networks (fixed, wireless, mobile, satellite, etc.)

· user mobility in all its forms (wide area, local area, nomadic, etc.)
Cybersecurity

· It is desirable for PSOs and Observer Organizations of the GSC to evaluate existing and evolving new standards and Recommendations; especially signaling and communications protocol standards and Recommendations with respect to their robustness of design and potential for exploitation by malicious parties to interfere destructively with their deployment in the global information and communications infrastructure.

· It is desirable for PSOs and Observer Organizations of the GSC to raise awareness within their areas of operation and influence of the need to protect information and communications systems against the threat of cyber attack.

To assist the implementation of these actions, it was agreed that the Primed PSO list for the High Interest Subjects, as well as the GSC Contacts list on High Interest Subjects, be updated as soon as possible after GSC9
---------------------------
