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CHAPTER 5

5.
NETWORK AND SERVICE MANAGEMENT
5.1
DEMANDS FOR NEW NETWORK MANAGEMENT APPROACH
Operation, administration and maintenance (OA&M) are classical methods for control and supervision of telecom networks. The rapid network developments in recent years with the large number of technologies planned or in use, multi-vendor environments and fast introduction of new services require improvement of OA&M towards telecommunications management which covers more advanced processes. These include fault location, configuration, performance, security, accounting and planning and management including network and service provisioning. The main objective of telecommunication management is to make the best utilisation of the available telecommunication resources. To ensure inter-operability among different management systems and to meet the demand for extensive management functions the ITU has developed a new management concept called Telecommunications Management Networks, TMN.

TMN is based on the Open System Interconnection (OSI) management concept. It uses a standard language to communicate, caters for multi-vendor environments and meets traditional operation and maintenance needs such as provisioning, testing, data collection and analysis, fault locating, network and service restoration and bandwidth capacity management. Benefits are anticipated in reducing operational costs, enhancing flexibility of operation, administration and maintenance and providing services in a timely and competitive manner.

5.2
TMN STANDARDS AND REFERENCES
The standardisation of TMN principles started 1986 based on the pioneering role of the ITU and has resulted in a range of ITU-T Recommendations describing TMN in general as well as Recommendations on specific equipment, network and service management topics. TMN standardisation work has not yet finished and continues at present in numerous standardisation bodies. ITU Recommendation M.3000 as tutorial gives an overview of TMN Recommendations (see Figure 5.1).

Network management systems are also under study in other standardisation organisations and forums such as: 

· International Standardisation Organisation (ISO)

· TeleManagement Forum (TM Forum)

· ATM Forum (ATMF)

· Object Management Group (OMG)

Figure 5.2 illustrates the major standardisation organisations impacting TMN.

[image: image1.wmf]
[image: image12.wmf][image: image13.wmf][image: image14.wmf][image: image15.wmf][image: image16.wmf][image: image17.wmf][image: image18.wmf]

The ITU document “Improvement of maintenance, guidelines for new approach using TMN” gives more details on the TMN architecture, implementations and can be used for developing specific strategies of network management.  


Figure 5.2
Major Standards Organisations Impacting TMN

The scope of the work of major standardisation organisation is explained in more details in the section 5.5 of this Chapter.

5.3
TMN PRINCIPLES
TMN is a new concept, developed by management and computer specialists during international standardisation activities in several standardisation organisations, with the ITU-T having the lead role. New tools had to be applied leading to models which can be difficult to understand for readers not familiar with abstract problems. To make this chapter understandable for all categories of managers and engineers a minimum of TMN basic theory has been included.

The TMN is a very broad concept, as illustrated in Table 5.1 as an example.

	

TMN hardware:
              Computers





Terminals





Communication Systems





Management Interfaces





Network Equipment


TMN software:
              Management Applications





Management Information Bases





Message transfer


Application fields:
Public and Private Networks





Telecommunications Services





Digital and Analogue Transmission Systems





Digital and Analogue Exchanges


Functional areas:
Performance Management









Fault Management










Configuration Management









Security Management










Accounting Management





	


Table 5.1
Example of items included in the TMN approach

TMN is conceptually a separate network that interfaces a telecommunication network at various points for measurement, monitoring and control as indicated in Figure 5.3. In principle the management functions are separated from the telecommunication functions. The borderline of TMN separates the parts of the telecommunications equipment that is involved in communication from those parts that are required for management.
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Figure 5.3
General Relationship of a TMN to a Telecommunication Network

(Source ITU Rec. M.3010)
TMN is intended to manage all kinds of telecommunication equipment (e.g. transmission and switching equipment), telecommunication support equipment (power supply, air conditioning and security equipment) and itself. TMN as a tool supports network operators and intends to offer easy to understand human/machine interface routines. The broad concept of TMN can be described using different architecture aspects (see Table 5.2).

	( 
The functional architecture 

describes the functions involved in the information                             

 

           exchange between operator and managed equipment.

( 
The physical architecture                              describes how the functions can be distributed to the different hardware entities of the managing TMN equipment.

( 
The information architecture 
treats the relationship between the manageable    resources in the managed equipment and the abstract representation of the resources in data bases. The information architecture describes the handling of the data base information.

( 
The logical layered architecture 
permits to divide complex management activities into less complex activities, which can be allocated to various management layers.

( 
Management functionalities 
are a collection of the various management tasks of operators

( 
Data Communications 
are responsible for the information transfer between the various physical TMN entities (messages across                                 

                                                                                     management interfaces).

	


Table 5.2
Description of TMN Aspects

The aim of the TMN architecture is to enable operators to minimize reaction time to network events, optimiseoptimise the flow of management information, allow for geographical distribution of control and to improve service assistance and interactions with customers.

· TMN Functional Architecture

The Functional Architecture provides a mechanism to describe and understand the management processes without the need to identify the physical systems. It describes the distribution of functionalities within the TMN to allow the creation of functional building blocks from which a TMN of any complexity can be implemented. The architecture defines Function Blocks containing Functional Components, which in detail characterize the particular function of the blocks.

· TMN Physical Architecture

The TMN physical architecture provides mechanisms to describe the architecture of Management Systems, Network Equipment and Management Interfaces etc. used to implement a TMN. The Function Blocks and their associated Functional Components can be implemented in a variety of physical devices. Devices are connected across Management Interfaces Q3, F and X interfaces as illustrated in the simplified Physical Architecture for a TMN in Figure 5.4. These interfaces correspond to the Reference Points of the Functional Architecture and facilitate interconnection independence of devices or suppliers. It is across these interfaces that management information (both requests and results) flow in the form of structured data messages.
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Figure 5.4  TMN physical architecture

(Based on ITU Rec. M. 3010)
· TMN Information Architecture

The Information Architecture describes the nature of the management information, which has to be exchanged between Function Blocks. It is based on the Manager/Agent concepts developed for OSI systems management. An Object Oriented Information Model is established which presents an abstraction of the resources (physical or logical) being managed. An Information Model leads to an abstract representation of managing and managed processes. A model involves:

· Management Information Base (MIB) containing a collection of Managed Objects with all their properties, e.g. abstractions of manageable resources.

· Operation Systems (OS) involved in management applications, e.g. maintenance of transmission equipment

· Protocols for the message transfer of maintenance related information for managing and managed processes.

· Logical Layered Architecture

The Logical Layered Architecture (LLA) enables complex management functionalities to be split into less complex parts, grouped into Logical Layers. Logical Layers describe the functions within and the relationship between layers. The Management functionalities, involving NEF, MF and OSF, can be related to five Logical Layers:

· Network Element Layer (NEL) responsible for the management of atomic units and functions within NE.

· Element Management Layer (EML) responsible for control and co-ordination of a subset of network elements on an individual NEF basis (management information being exchanged between network OSFs and individual NEFs), and control and co-ordination of a subset of network elements on a collective basis (OSFs may provide a single entity view of a group of NEFs and may manage the connectivity between NEFs). Typical functions are e.g. maintaining statistical, log and other data, communication with adjacent layers (NEL, NML).

· Network Management Layer (NML) responsible for control and co-ordination of the network view of all NEs in the network and for complete visibility of networks involving e.g. statistical, log and other network related data, communication with adjacent layers.

· Service Management Layer (SML), responsible for contractual aspects of services provided to customers involving e.g. service order and complaint handling, invoicing and communication with adjacent layers.

· Business Management Layer (BML), responsible for the total enterprise involving e.g. support of investment decisions for telecommunication resources and management and communication with lower layers.

· Management Functionalities

A TMN is intended to support a wide variety of management areas that cover the planning, installation, operations, administration, maintenance and provisioning of telecommunications networks and services. Management functionalities supporting that have been divided into five functional areas:

· Performance management (collection, buffering and delivery of operating statistics, network optimisation)

· Fault management (fault recognition, fault isolation, fault reporting, logging)

· Configuration management (equipment installation, setting of status and parameters, configuration of bandwidth)

· Accounting management (collection, buffering and delivery of charging and accounting information)

· Security management (administration of authorization functions, protection against intrusion from the public telecommunications networks).

These areas provide a framework within which the appropriate applications can be determined so as to support the Administration's business needs.

The management activities of operators are in many cases similar and attempts are made to harmonize and standardize these activities as TMN Management Services (Recommendation M.3400), as shown in Figure 5.5. TMN Management Services can be related to TMN managed Areas. TMN Management Services are composed of TMN Management Functions and TMN Management Function Sets (Recommendation M.3200). The TMN Management Functions are transmitted in the form of messages across the management interfaces. 




Figure 5.5
Example of the TMN Management Services

The  sign in each crosspoint only means that the Telecommunications Managed Area in the column needs the Management Service indicated in the row. The set of signs in a column defines which Management Services could be used to accomplish the management of the correspondent Telecommunications Managed Area. Figure 5.5 shows an example of relations applied to maintenance, in particular to Alarm surveillance.

Data Communication
The TMN uses Open Systems Interconnection (OSI) profiles to transfer information between systems. The DCF Protocol Suites are defined in Recommendations, Q.811, Q.812 and G.773. The 7 layer Data Communication Function (DCF) implemented in a Data Communication Network (DCN) handles the messages belonging to TMN Management Functions. The Message Communication Function (MCF) consists of the 3 lower protocol layers.

It is proposed to include an option to use a TCP/IP protocol profile in the revised Recommendation for lower layer protocol profiles for Q3 and X interfaces. Internet TCP/IP protocol is used frequently for local DCN applications (LAN).

5.4
TMN IMPLEMENTATION
The practical realization of the TMN leads to a demand for TMN conformant Management Systems, which apply the ITU Recommendations for TMN, but are not part of TMN Recommendations. However existing practice leads to the implementation illustrated in Figure 5.6, which illustrates a simplified Management Systems in relation to TMN and the managed telecommunication network.


The Management Systems consists of a computer platform and computer terminals, containing:

· The computer hardware with interfaces to the user (operator) and the managed telecommunication network,

· The computer software including the computer operating system, the management applications, the data storage (management information base) and the communication services to user and network,

Due to the geographic distribution of the managed network even Management Systems can be distributed leading to distributed processing.

Management Systems developed using the Logical Layered Architecture can contain various parts, each part responsible for the management in a certain management layer. The resulting physical architecture typically consists of following Management Systems:


Element Manager System (EMS)


Network Manager System (NMS)


Service Manager System (SMS) 


Business Manager System (BMS)

At present only EMS and NMS are offered by vendors, either as separate parts or co-located in one equipment (Management System). SMS is used for simpler services e.g. Leased Line Service, a TMN version of BMS is not yet in common use.

Depending on the hierarchy of networks, e.g. local, regional and national networks, a hierarchy of corresponding Network Manager Systems can be defined leading to the  number of Subnetwork Manager Systems (SNMS), which are hierarchically connected to NMS.  An example deployment of MS for transport network is shown in Figure 5. 7.


Figure 5.7
Example of Managed Transport network

Some of the EMS and NMS functions are listed in Table 5.3.

	
Element Manager System Functions:


(NE Map construction and Map management


(Control of a subset of NEs


(Security management


(Trouble information  ( failure location, type, repair procedures)


(Gateway function to the  Network  Management Layer and WS.


Network Manager System Functions:


( Network Map construction and Map management


(Control of Network or Subnetwork


(Security management


(Collection of accounting data


(Gateway function to the Service Management Layer and WS



Table 5.3
Example of EMS and NMS functions

The use of management functionalities leads to information transfer across management interfaces. The question is which of the Management System interfaces must be TMN compliant? In the cases of Q3 interfaces the ITU standardized approach can be used for the majority of information exchanges. The communication in the local DCNs, however, is often based on market available SNMP or proprietary interfaces, which can lead to more economic solutions.

What computer platform is suitable for TMN applications? Experience has shown that the design should be as technology independent as possible, but at the same time the functionality and limitations of the platform have to be considered. Existing platforms often are not tailor-made for the TMN and require software for management applications and additional tools, both which should be provided by the platform vendor. 


Figure 5.8
Simplified Evolution of Management Tools

5.5
EVOLUTION OF MANAGEMENT TOOLS
The ITU and ISO developed during the last study period the basic TMN standards for Element Layer, Element Management Layer and Network Management Layer. During TMN implementation processes it was found that in spite of the all-encompassing intentions of TMN this technology was not suitable for complicated management cases. As a consequence various standardisation bodies and groupings had to develop new methodologies for extending the management tools. A number of organisations are still involved in the evolution of management tools based on TMN, as shown in Figure 5.8.

5.5.1
TeleManagement Forum (TM Forum) 

TM forum is an international non-profit organisation serving the communication industry. Its mission is to help service providers and network operators automate their business processes in a cost and time-effective way. Specifically, the work of the TM Forum includes establishing operational guidance on the shape of business processes, agreeing on information that needs to flow from one function to another, identifying a realistic systems environment to support the interconnection of operational support systems, enabling the development of a market and real products for automating telecom operations processes. It makes use of international and regional standards when available, and provides input to standards bodies whenever new technical work is done. (www.tmforum.org)

5.5.2
International Standards Organisation (ISO) 

ISO has been addressing the Distributed Processing Environment (DPE) to solve problems related to distributed management. Open Distributed Processing (ODP) has been developed based on DPE. ODP extends TMN and to simplify the approach to complex problems the ODP Reference Model uses different Viewpoints. Each Viewpoint is described with its own language. Their typical use and users are shown in Table 5.4 below. 
	Viewpoint
	Used by
	Used for



	Enterprise

Information

Computational

Engineering

Technology


	System procurers and corporate managers

System users and analysts

Application designers and programmers

Operating systems and communication designers

System vendors
	Business requirements (network structure and management)

Information modelling (determines rules, constrains, static relationships)

Functional decomposition of objects (programming functions, data types, static relationships)

TMN physical configuration (determines location of information and computational entities)

Configuration, installation, maintenance of supporting technologies (physical network implementation)




Table 5.4
ODP viewpoints

5.5.3
Object Management Group (OMG) 

The OMG has developed the Object Management Architecture (OMA) leading to the Common Object Request Broker Architecture (CORBA) for user/vender co-operation based on components for universal applications. TMN describes the large number of relatively simple managed objects related to the Network Element Layer. However, in the Service and Business Layers there exists a relatively small number of very complex Objects with complex interactions, which are difficult to handle with TMN. CORBA has been developed with the aim to describe the management of complex objects in a Distributed Processing Environment.
The Manager Agent Process as defined in TMN requires the same language and understanding between Manager and Agent, i.e. Shared Management Knowledge - SMK. CORBA extends Manager Agent Processes to generalized Client/Server Processes that permit new transaction processes, roaming agents, multimedia data management, self-managing data entities and intelligent middleware. 

The functions are based on the concept of Components, which are pieces of software being independent of language, implementation, tools, operating systems, vendors, network applications and locations.

The Components are marketable entities, are part of complete applications and can be used in unlimited combinations. They act like Managed Objects and they are defined by their interface.

The CORBA Reference Model as illustrated in Figure 5.9 contains an Object Request Broker – ORB, which is connections use the Interface Definition Language – IDL, which defines for each Component its interface, attributes, inheritance, naming, operations, services and syntax. 

The ORB is the middleware establishing Client/Server relation between Components (Objects). Components can communicate with each other in different languages, at run time and can invoke services.

Figure 5.9
CORBA Reference Model

Common Facilities handle User Interface (for e.g. editing services), Information Management (for e.g. document storage), System Management  (for e.g. component installation) and Task Management (e.g. workflow and rules). Common Facilities are usable in a general way for different areas belonging to for example telecomms, health service, retail and finance services.

Object Services describe Component details such as Life cycle, naming, events, transactions, relationships and licensing.

Application Objects permit specific end-user applications in addition to Common Facilities and Object Services and offer frameworks to model complex systems
5.5.4
TINA - Consortium (TINA-C)

The TINA Consortium has developed the Telecommunications Information Network Architecture (TINA) that defines an open architecture for telecom distributed software applications. TINA/C consist of Operators, Telecom and Computer vendors. TINA is based on TMN with the intention to improve TMN in areas of distribution, interoperability, dynamic roles, reusability and consistency. Some of the improvements are shown in Table 5.5.

	TINA

	           IMPROVED TMN

	Protocols

Dynamic Role

Concept


	         CMIP and SNMP

         -A Managed Object can perform management actions

-A Manager can be managed

-Manager/Agent relationships can be dynamic

-Management concept can be applied to services

-Service concept can be applied to management



	


Table 5.5
TINA improvements of TMN

TINA offers a unified approach with Component categories such as Service Components (e.g. user agent, session manager), Resource Components (connection coordinator, resource manger) and Elements (switching and transmission equipment, protocol converter).

For this purpose TINA uses Distributed Processing Environment and Viewpoints (Engineering, Information and Computational Viewpoint).

5.5.5
JAVA
The presentation of management functions at work stations and computer terminals has been using the evolution of the Internet, which offered in the

1970s E-mail functions

1987 World Wide Web (www), simplifying the access to Internet

1995 JAVA, a programming language for the creation of programs

1996 Javascript for controlling of programs and

1998 www + Javascript for the creation of dynamic www pages.

Java offers advantages for the presentation of management applications, such as:

Simplicity



Similar to C++

Object oriented 


Suitable for distributed management applications

Platform independent


Universal software platform

Dynamic



Automatic downloading of new versions

Technology independent

Coexisting with existing and new technologies. 

A Java agent offers:

· Pro-active actions without human influence

· Automatic and remote updating, e.g. via internet

· Management via web browser

· Scalable matching of different network sizes and types.

Figure 5.10 shows an example of network management with Java. Different types of managed equipment with different types of management interfaces can be connected to the same Java agent.


Figure 5.10
Network Management with Java

5.6
CONCLUSION
The efforts of the various bodies in the area of network and service management have resulted in the development of platforms for essentially TMN and CORBA services. Available platforms offer TMN and CORBA functions, which can simplify greatly the work of system developers and operators, such as e.g.

· Event correlation and filtering, features which an reduce the umber of alarms,

· Managed Object Modelling based on interactive browser using graphical guidelines, 

· Agent and Manager developing tools, using the GDMO model for generation and testing,

· Topology services used for object relationships leading to integration of multiple applications.
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Annex 5A
Line test and Measurement System by Thomson CSF
(MIRABEL SYSTEM )

1
Introduction
This Annex shows an example of a TMN-like implementation in line test and measurement systems.
1.1 Background

Tough competition is presently prevailing among telecommunications operators (Telco’s) in many countries. For this struggle the fighters rely on two arms, tariff and quality of service. Proposing an attractive tariff is a key issue to catch new customers and providing a high Quality of Service is a major factor to keep them. But, even if the tariff is attractive, no customer would accept being deprived of service for days. The Quality of Service is becoming increasingly of paramount importance.

Even if a variety of tools is available for maintaining the local network, including Switch built-in facilities, these Tools usually lack consistency and may not be considered as ‘systems’. They often depend on the type of switch and require special training and expertise. The goal of MIRABEL designers was thus twofold: they wanted to develop, on the one hand, a comprehensive system integrating all functions and, on the other, an easy-to-use interface, that requires no special expertise.

[image: image3.wmf]NETWORK

AVAILABILITY

REVENUE

INCREASE

QUALITY OF SERVICE

CUSTOMER SATISFACTION

MIRABEL

FIELD TEAM

PRODUCTIVITY

EXPENSE

DECREASE


Figure A1    Advantages of MIRABEL

Finally, the benefits from MIRABEL are threefold:

(
The Customer’s satisfaction increases proportionately to the Quality of Service.

(
The income from the network increases, since no revenue comes from a line that is out of order.

(
The expense for maintenance decreases, owing to the improvement of the field team productivity. 

1.2
Key features

The basic function of MIRABEL is the identification and localization of defects (failures, improper installation, etc) in the subscriber lines, from the switch down to subscribers. The domain of MIRABEL thus includes:

(
The Subscriber’s Lines Interface Circuits (SLIC) at Switches (Main Exchanges or Remote Subscriber Units)

(
The Main Distribution Frame (MDF)

(
All Cross-Cabinets and wire segments on the path to the subscribers

(
The telephone instruments.
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Figure A2    Realm of MIRABEL

MIRABEL considers copper lines only, since the process is based on electrical tests. Any type of copper wires may be monitored. Even in the case of ISDN lines the wires are tested from an electrical point of view.

MIRABEL is capable of testing switched lines as well as dedicated (leased) lines.

After executing a series of electrical tests, the system reports not only the electrical values, but also a diagnosis, including the type and localization of the defect. This is a major advantage, since the traditional tools provide only a range of electrical values that nobody can use, except telecommunications experts. The diagnosis (for example « short-circuit in Cabinet No 23 ») is understandable by Clerks or Workers not having any special expertise.

The system can execute not only single tests, on request from a Clerk or a Field Officer, but also batches of tests in order to periodically assess the network and unveil hidden defects that have not yet generated failures. Therefore, MIRABEL is suitable for curative as well as preventive maintenance.

MIRABEL interacts with the Customers Care System and takes part in the global information system of the Telco. The Test & Measurement facility is clearly a key feature as well as billing, tariff management, marketing management etc.




Figure A3    MIRABEL and the Global Information

2
Architecture

MIRABEL is not only a precise measurement tool, but also a comprehensive information system, that interacts with three major entities, namely:

(
The Complaint Centre, that directly interfaces with the subscribers and collects all data related to failures

(
The Maintenance Field Team, that is in charge of mending the local network

(
The Public Switched Telephone Network (PSTN)
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Figure A4    MIRABEL Interfaces

2.1
Network Interface
Line tests are executed by a device named "Test & Diagnosis Unit" (TDU), which is an instrument developed and design  to measure a wide range of electrical characteristics in the subscriber line. Each TDU is linked to a Switch, through ‘Test Trunks’ (up to 24), that are facilities available on most Switches.

The TDU’s are installed at a very short distance from the Switches
, in order to avoid any important change in the electrical characteristics of the lines that would decrease the measurement accuracy.

All TDU's are controlled by "Main Control Units" (MCU), that are computers running software especially developed. Every TDU is linked to one MCU through either the PSTN or a Wide Area Network (TCP/IP or X 25) or a Local Area Network. The number of MCU’s depends mainly on the Telco’s organisation.

The MCU drives the tests according to a 3-step process:

(
The MCU accesses the Switch and requests that a given subscriber’s line be connected to one given Test Trunk
. Then the MCU accesses the TDU and launches a test.

(
The TDU executes the test and reports the measured values and the diagnosis to the MCU.

(
The MCU accesses the Switch again and requests that the subscriber’s line be released.
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Figure 5    Network Interface

The MCU accesses the Switches either directly through the network, or through the TDU, depending on their Maintenance Facilities. For instance, all electro-mechanical Switches are accessed through TDU’s.

The method for controlling a switch depends on each type of equipment. DASSAULT AT has developed a variety of interfaces for electronic as well as electro-mechanical switches from many manufacturers (Alcatel, Ericsson, NEC, Siemens, Lucent Technologies, etc). New interfaces for specific Exchanges can be easily developed.

In addition to the subscriber lines, MIRABEL is able to test dedicated lines, owing to a "Dedicated Line Matrix" (DLM), inserted in the line.

The DLM is controlled by the TDU. The tests are driven by the MCU according to the 3-step process. Each line end may be tested separately.
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Figure A6    Dedicated Line Interface

2.2
Complaint Centre Interface

The Complaint Centre is the first user of MIRABEL since any subscriber facing a line problem calls it. Usually, the answering Clerk files the complaint and forwards it to an expert in charge of analysing the failures. Later, the problem is fixed by the Field Team on the basis of a report from the expert.

Finally the Field Team reports back to the Complaint Centre.

Using MIRABEL, the process is much faster, since:

(
The Clerk receiving the complaint tests the subscriber’s line in real-time and is apprised of the problem. He (or she) is then in a position to reply properly (« I see what your problem looks like. It is due to ..... »). Such information greatly increases the customer’s confidence.

(
The diagnosis that has been established is forwarded to the Field Team immediately. 

The Complaint Centre Software is not included in MIRABEL. This software is usually a part of the ‘Customers Care System’ and gives major inputs to the Global Information System. Nevertheless, it may provide interfaces to:

(
Proprietary Software from Telcos. This requires specific studies and development, in co-operation with the Telco and/or any third party.

(
Customer Care Systems that the Telcos procure from the market. It has already developed such interfaces.

(
Software especially developed according to specifications of Telco’s, to meet particular requirements.

The MCU’s are linked to the Telco’s Information System through either a Wide Area Network (TCP/IP or X25) or a Local Area Network (LAN). The choice depends on the size of the network and the Telco’s organisation.
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Figure A7    Complaint Centre Interface

Owing to the integration, the Clerks access the Customers Care facilities (Subscription Data Base, for instance) and MIRABEL by means of a single Man-Machine-Interface.

The Information System from the Telco takes advantage of the integration, by collecting data related to the failures and processing statistical data.

In turn, if the Information System from the Telco includes a ‘Line Description Data-Base’, that describes the structure of the subscriber lines (cables and cross-cabinets), MIRABEL uses these data to improve the localization of failures. For example, instead of displaying « failure at 1500 meters from MDF » MIRABEL reports « Failure in Cross-Cabinet No 17 », which is much more understandable from an operational point of view.

2.3
Field Team Interface

While working, the Field Officers may interactively use MIRABEL in order to analyse a defect and assess, in real-time, the result of repairing. This greatly improves the efficiency and productivity of the Field Team.

They access the System through a "Field Access Point" (FAP) with the help of a telephone instrument or possibly a portable PC.

The FAP includes a Voice Response Unit that helps the Field Officers to control the tests using a simple telephone instrument, configured with a DTMF keyboard, by means of a voice menu. In this case, the FAP reports the diagnosis and the measured values in voice mode.
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Figure A8    Field Team Interface

In case of uncertainty, MIRABEL advises the Field Officer to go further, suggesting, for example: « Setup a loop in Cross-Cabinet No 13 and re-test ».

When a failure is considered as fixed, it is a good practice to request a last re-test as a final conclusion.
3
SERVICES

MIRABEL offers two services:

(
Single Tests; that are the basis of the ‘Curative Maintenance’.

(
Batch of Tests; that are the basis of the ‘Preventive Maintenance’.

3.1
Single Tests

A single test is executed every time a line fails, launched either by a Complaint Centre Clerk or a Field Officer.

A ‘Basic Test’ is an operation automatically executed by MIRABEL according to the data entered by the Clerk or the Field Officer. The result of a Basic Test is reported within a few seconds. The Clerk or the Field Officer may execute a sequence of Basic Tests in order to refine the result. A test may also be processed in co-operation with a Field Officer or possibly the Subscriber. Such an interaction is required, for example:

(
In case of a defect in the telephone instrument the Clerk may request the Subscriber (or any helper) to depress every key in turn. The Clerk checks the result from his (or her) desk.

(
In case of a complicated failure the Field Officer may request a helper to set up a loop at a given Cross-cabinet, prior to re-testing a line.
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Figure A9    Single Test

In order to work interactively, Clerks and Field Officers access the line in voice mode. When a defective line is under control of a TDU for testing, the TDU may be called through the PSTN, in order to establish an end-to-end voice communication without interrupting the test.

Typically this feature is used by a Clerk who tests a telephone instrument. The Clerk may then talk to the subscriber even though the test is still in progress.

3.2
Batch of Tests

Even if rectifying failures is of paramount importance, preventing them is even more significant to the service provider, from all points of view.

MIRABEL helps to control the quality of lines because of its in-built capability to undertake repeated test campaigns, executed in off-peak hours, typically during night hours. To perform campaigns of test, the maintenance team has to define batches of line numbers and dates-and-times for execution. Each batch is then automatically tested.

The Maintenance Team may, for example, divide the network in a series of batches, each of them being tested during a different night, in order to fully test the network within one or two weeks. When all batches are tested, the cycle restarts. The Telco then gets an image of the network that is periodically refreshed.
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Figure 10    Testing a batch of lines

Every time a Batch is tested, all faulty lines are reported. To deem that a line is defective, two methods are available:

(
A range of correct values for each electrical characteristic is defined. The set of all correct values are considered as a ‘Gauge’. Because all local loops do not require the same quality (Voice only, Voice and data, etc), every subscriber’s line may be assigned a particular Gauge. Up to 16 Gauges may be entered for one local network (managed by one MCU).  During the tests, every measure is compared to the corresponding range of correct values and any discrepancy is reported.

(
During the test of a batch, all measured values of a line are compared to the ‘Reference Values’ of the same line. The Reference Values are collect during specific batches of test, executed when the Network is poised as correct. This process allows the detection of any abnormal evolution of the network.

Many hidden defects are unveiled during campaigns, mainly due to slow phenomena, such as water getting into cabinets, oxidization, etc. The Operator is therefore aware of the behaviour of the Network and can undertake appropriate corrective actions before the failure occur. 
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“Operating system” should not be confused with              “ Operations System”. Operating System is the software controlling a computer.


Operations System is a device processing TMN information. 





Figure 5.6	Typical Management System Configuration
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 Figure 11    How CORBA and TMN development platforms can be combined





Figure 12    Hybrid management Environment
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Figure 5.1	Example of relation between TMN-related Recommendations








� Main Exchange or remote Subscriber Unit, depending on the Switch configuration.


� Without charging the Subscriber.


� For example, a special software was developed for a Client to handle Chinese characters.
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